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)ÎÔÒÏÄÕÃÔÉÏÎ )ÎÏÖÁÒÉÁ 

 

Inova-Ria - Companies Association for an Innovation Network, was established in 2003, 

although the people and organizations that directly or indirectly contributed to its 

ŎǊŜŀǘƛƻƴ ŀǊŜ ƭƛƴƪŜŘ ǘƻ ǘƘŜ tƻǊǘǳƎŀƭΩǎ ǘŜƭŜŎƻƳƳǳƴƛŎŀǘƛƻƴǎ ƘƛǎǘƻǊȅ ǎƛƴŎŜ ǘƘŜ рлΩǎΦ 

 

The so-ŎŀƭƭŜŘ ά!ǾŜƛǊƻΩǎ ¢ŜƭŜŎƻƳƳǳƴƛŎŀǘƛƻƴ /ƭǳǎǘŜǊέ Ƙŀǎ ōŜŜƴ ōǳƛƭǘ ŦǊƻƳ ŀƭƭ ǘƘƻǎŜ ȅŜŀǊǎ 

and confirmed the starting existence of unique entrepreneurial ecosystem in the early 

нлллΩǎΦ Lǘ ƛǎ ŎƘŀǊŀŎǘŜǊƛȊŜŘ ōȅ ƴŜǿ ǘŜŎƘƴƻƭƻƎȅ ŘŜǾŜƭƻǇƳŜƴǘΣ ƛƴƴƻǾŀǘƛƻƴ ŀƴŘ ǊŜǎŜŀǊŎƘ 

practice, as proved by the tangible results achieved by small and large companies. 

 

A group of companies created Inova-Ria with primarily objective to establish an 

articulated strategy to bring the region to a european reference in Information, 

Communication Technologies and Electronics, assuming itself as a gateway to a valuable 

network. 

Inova-Ria - Companies Association for an Innovation Network, is a non-profit 

organization in Aveiro, Portugal, that aims to create and strengthen an Information & 

Communication Technologies and Electronics Cluster. 

 

Inova-Ria is crucial to the innovation ecosystem formed by companies, universities and 

research and development institutions in those technologies and currently plays an 

active role promoting and building collaborative efforts. 

 

¢Ƙƛǎ ŀǎǎƻŎƛŀǘƛƻƴ Ƙŀǎ ōŜŜƴ ǊŜŎƻƎƴƛȊŜŘ ŀǎ ǘƘŜ tƻǊǘǳƎŀƭΩǎ /ŜƴǘŜǊ wŜƎƛƻƴ Ŝƴǘƛǘȅ ǘƘŀǘ 

connects a valuable set of intensive technology companies, start-ups, small and medium 

enterprises and also some large companies. This diversity has a high potential for 

ŎǊŜŀǘƛǾƛǘȅ ŀƴŘ ŜƴǘŜǊǇǊƛǎŜ ŎƻƳǇŜǘƛǘƛǾŜƴŜǎǎΣ Ƴƻǎǘƭȅ ōŜŎŀǳǎŜ ǘƘǊƻǳƎƘ ǘƘƛǎ άLƴƴƻǾŀǘƛƻƴ 

bŜǘǿƻǊƪέ ƛǘΩǎ ǇƻǎǎƛōƭŜ ǘƻ ōǳƛƭŘ ǳǇ ŎƻƭƭŀōƻǊŀǘƛǾŜ ǎǘǊŀǘŜƎƛŜǎ ǘƘŀǘ ŀŘŘ ƳƻǊŜ ǾŀƭǳŜ ǘƻ 



 

 

businesses. The younger companies have been assuming a leading role as changing 

forces through the creation of novel products, services and innovative business models, 

thereby contributing to our rejuvenation. 

 

In 10 years, this association have grown and evolved, playing an active role in promoting 

and creating value in the sector, particularly through research and development, new 

technologies dissemination, knowledge and people scouting, international business 

experiences and, above all, the creation of new technological based companies. All of 

this achievements are possible working as a network, promoting collaborative strategies 

that increase value, inspire creativity and give competitiveness to all businesses. 

 

With almost 70 associated members, Inova-Ria wants to growth the network by 

attracting companies of all sectors in the order to enhance the complementarity in the 

network. 

 

Together we are stronger. 

 

Mission  

 

Contribute to the recognition of the region as the TICE center of the country 

Vision  

 

Encourage the development of TICE and a business opportunities for its members, 

across the creation and dynamization of collaborative networks between partners. 

 

  



 

 

Goals 

 

The Association aims to create and consolidate a cluster in the area of Information 

Technology, Communication and Electronics, with a special focus on 

telecommunications, centered in the Region of Aveiro. 

The Association's objectives are: 

a) contribute to the creation and consolidation of a cluster in the area of 

Telecommunications centered in the Region of Aveiro; 

b)  contribute to the creation and sustainability of qualified employment in the Region 

of Aveiro; 

c) promote innovation in the area of Information Technology, Communication and 

Electronics, with special focus in Telecommunications; 

d) promote commercial cooperation, particularly in the areas of research and 

development, qualification, marketing and internationalization; 

e) provide services to associated enterprises contributing to their development and 

competitiveness; 

  



 

 

 

!ÂÏÕÔ ÓÔÕÄÙ ÌÅÁÄÅÒÓ 

Associate Professor | FEUP 

 

 

Associate Professor in Software Engineering at 

the Faculty of Engineering of the University of 

Porto.  

President of the Sectoral Commission for the 

Quality of Information and Communications 

Technology (CS/03) in the scope of the Portuguese 

Quality Institute.  

More than 25 years of experience in education, research, development and 

consultancy in several software engineering areas.  

Interests/Specialities: software testing, software process improvement, model-driven 

engineering. 

 

Invited  Professor | FEUP & Strongstep | CEO and Co- Founder   

 

Worked in 10 countries in Europe and Africa in process, tools and organization 

improvement in software development & services. 

More than 19 years of experience, including consulting in 

software engineer; Telecom, health and education sector 

ς Ericsson Sweden, Aerospace France, Altran Portugal 

Professor at the master in engineering, services and 

management at Porto University. 



 

 

Hobbies & Activities: travel, inline-skating, snowboarding, meeting new cultures & 

people, loves new challenges! 

{ǇƻƪŜ ŀǘ ¢ŜŘȄǇƻǊǘƻ άDreams ς The innovators best friendέ 

 

'ÒÏ×ÉÎÇ ÉÎÔÅÒÎÁÔÉÏÎÁÌ ÃÏÍÐÅÔÉÔÉÖÅÎÅÓÓ 

Why is increasing international competitiveness increasingly evident? Because: 

 

¶ Development of software solutions and services can be extremely complex  

¶ Quality is now a requirement, not an extra 

¶ Software customers want to pay less and less for their software  

¶ More and more companies outsource ς offshore and nearshore 

¶ Geographical dispersion brings new cultural challenges 

 

 

#ÅÒÔÉÆÉÃÁÔÉÏÎȡ ×ÈÙȩ 

Can It bring us more profit? 

¶ Accomplish schedule 

¶ Accomplish budget 

¶ Guarantee Quality 

 

Can it help companies go international? 

¶ Access to new market 

¶ Larger scale projects 

  

https://www.youtube.com/watch?v=4-b_EEmPwgQ


 

 

 

)ÍÐÌÅÍÅÎÔÁÔÉÏÎ )ÍÐÁÃÔ 

 

 

 

Summary of the performance of 25 organizations when CMMI model (the most 

renowned model for software development processes improvement) was implemented. 

Source: SEI ς Software Engineering Institute 

 

7ÈÅÎ ÔÈÅÒÅ ÁÒÅ ÎÏ ɉÇÏÏÄɊ ÐÒÏÃÅÓÓÅÓȩ 

Bellow some problems that companies can face if they don´t have any kind of processes: 

¶ No guarantee that best practices are being followed 

¶ Largely dependent on the human factor - risk of an inefficient execution by 

inexperienced people 

¶ No responsibility for those not following the standards 

¶ Risk of important project issues are not being escalated to higher 

management 

  



 

 

3ÕÃÃÅÓÓ ÉÎ )4 ÐÒÏÊÅÃÔÓ 

 

 

Source: Chaos Report 

Å  44% Challenged projects 

Å  22% Cancelled projects  

 

ά¢ƘŜ ǉǳŀƭƛǘȅ ƻŦ ŀ ǎƻŦǘǿŀǊŜ ǎȅǎǘŜƳ ƛǎ ƎƻǾŜǊƴŜŘ ōȅ ǘƘŜ ǉǳŀƭƛǘȅ ƻŦ ǘƘŜ ǇǊƻŎŜǎǎ ǳǎŜŘ ǘƻ 

ŘŜǾŜƭƻǇ ŀƴŘ ŜǾƻƭǾŜ ƛǘΦέ Watts Humphrey 
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#ÏÍÐÁÎÉÅÓ Ǫ ÃÅÒÔÉÆÉÃÁÔÉÏÎÓ 

 

 

 

7ÈÁÔ ÃÅÒÔÉÆÉÃÁÔÏÎÓȩ 

These certifications were implemented in the companies that are part of this study: 

 

¶ ISO9001 ς Basic Quality Management System 

¶ CMMI DEV ς Software Development maturity model 

¶ CMMI SRV ς Services maturity model 

¶ ITMARK ς SMB Software Development + security + Business development 

maturity model 

  



 

 

)ÍÐÁÃÔ ÏÆ !ÃÔÏÒσ 

ACTOR3 impact in the growth of companies: 

 

 

 

 

 

 

 

 

"ÕÓÉÎÅÓÓ ÉÍÐÁÃÔ ÉÎ ÐÁÒÔÉÃÉÐÁÔÉÎÇ 
ÏÒÇÁÎÉÚÁÔÉÏÎÓ 

Companies in this study showed a 21% average growth and a 157% growth in exports 

(sales to international markets - Period from 2014 to 2016). 

 

  

Lƴ ǎƘƻǊǘ ǘŜǊƳΣ ŎƻƳǇŀƴƛŜǎ ŦŜƭǘ ŀƴ 
ƛƳǇǊƻǾŜƳŜƴǘ ƛƴ ǘƘŜ ƛƴǘŜǊƴŀƭ 
ƻǊƎŀƴƛȊŀǘƛƻƴΣ ŀƴŘ ŀƴ ƛƳǇǊƻǾŜƳŜƴǘ 
ƻŦ ǘƘŜ ǉǳŀƭƛǘȅ ƻŦ ŘŜƭƛǾŜǊȅΦ  

¢ƘŜǊŜ ƛǎ ŀƭǊŜŀŘȅ ŀƴ ƛƳǇǊƻǾŜƳŜƴǘ ƛƴ 
ƳƛŘπǘŜǊƳ ƛƳǇŀŎǘ ŦŀŎǘƻǊǎΣ ƛƴ ǘƘŜ 
ǊŜŘǳŎǘƛƻƴ ƻŦ ŜǊǊƻǊǎ ƛƴ ǇǊƻŘǳŎǘƛƻƴΣ ŎƭƛŜƴǘ 
ǎŀǘƛǎŦŀŎǘƛƻƴ ŀƴŘ ǇǊƻŘǳŎǘƛǾƛǘȅΦ 

wŜƎŀǊŘƛƴƎ Ŏƻǎǘ ǊŜŘǳŎǘƛƻƴǎΣ ǘƘŜǊŜ ƛǎ ŀ 
ƴŜǳǘǊŀƭ ŜǾŀƭǳŀǘƛƻƴΣ Ǉƻǎǎƛōƭȅ ōŜŎŀǳǎŜ ǘƘŜ 
ǎƘƻǊǘ ǘŜǊƳ ƛƴǾŜǎǘƳŜƴǘǎ ƛƴ ŎŜǊǘƛŦƛŎŀǘƛƻƴǎ 
ǿƛƭƭ ǘŀƪŜ ǎƻƳŜ ǘƛƳŜ ǘƻ ƎŜƴŜǊŀǘŜ Ŏƻǎǘ 
ǊŜŘǳŎǘƛƻƴǎΦ 



 

 

#ÏÎÃÌÕÓÉÏÎÓ ÏÆ ÔÈÅ ÅÃÏÎÏÍÉÃÁÌ ÉÍÐÁÃÔ 

Certification are enabler for growth, due to: better internal organization, better quality 

of delivery and higher productivity. 
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ANNEX 1 ɀ About CMMI development  

Context 

 

¶ Nowadays develop and manage software is an extremely complex challenge; 

¶ It is necessary to assure quality but at the same time maintain competitive 

prices; 

¶ Software and its services are vital for most companies and businesses; 

¶ Lack of quality in software costs time and money either in development 

phases or operation phases of software; 

 

The quality of a software  

 

ά¢ƘŜ ǉǳŀƭƛǘȅ ƻŦ ŀ ǎƻŦǘǿŀǊŜ ǎȅǎǘŜƳ ƛǎ ƎƻǾŜǊƴŜŘ ōȅ ǘƘŜ ǉǳŀƭƛǘȅ ƻŦ ǘƘŜ ǇǊƻŎŜǎǎ ǳǎŜŘ ǘƻ 

ŘŜǾŜƭƻǇ ŀƴŘ ŜǾƻƭǾŜ ƛǘΦέ- Watts Humphrey 

 

CMMI 

 

Å CMMI stands for : 

Capability Maturity Model Integration 

Å LǘΩǎ ŎǳǊǊŜƴǘ ǾŜǊǎƛƻƴ ƛǎ мΦо 

Å The model was created by the SEI (Software Engineering Institute from the 

/ŀǊƴŜƎƛŜ aŜƭƭƻƴ ¦ƴƛǾŜǊǎƛǘȅύ ŀƴŘ ƛǘΩǎ Ǌǳƴ ōȅ ǘƘŜ /aaL LƴǎǘƛǘǳǘŜ 

Å Processes and continuous improvement methodology for an organization 

 

  

  



 

 

CMMI Constellations  

 

 

 

 

 

 

 

 

 

 

5 Maturity Levels  

 

 

 

 

 

 

 

  

 

 

 

 

 

5ŜǾŜƭƻǇƳŜƴǘ 

ό59±ύ 

 

Services 
(SVC) 

!Ŏǉǳƛǎƛǘƛƻƴ 
ό!/vύ 

Level 1 

Initial 

Level 2 
Managed 

Level 3 
Defined 

Level 4 

Quantitat
ively 
Manage
d 

Level 5 
Optimize

d 

5ÎÐÒÅÄÉÃÔÁÂÌÅȟ ÕÎȤÃÏÎÔÒÏÌÌÅÄ ÁÎÄ ÒÅȤÁÃÔÉÖÅ 
ÐÒÏÃÅÓÓÅÓ 

0ÌÁÎÎÅÄ ÁÎÄ ÃÏÎÔÒÏÌÌÅÄ ÐÒÏÊÅÃÔÓ 

0ÒÏȤÁÃÔÉÖÅ ÐÒÏÃÅÓÓÅÓȟ ÄÅÆÉÎÅÄ ÁÔ ÔÈÅ ÏÒÇÁÎÉÚÁÔÉÏÎÁÌ 
ÌÅÖÅÌ 

-ÅÁÓÕÒÅÄ ÁÎÄ ÃÏÎÔÒÏÌÌÅÄ ǇǊƻŎŜǎǎŜǎ  

0ÒÏÃÅÓÓ ÉÍÐÒÏÖÅÍÅÎÔ ÆÏÃÕÓ 



 

 

22 Process areas 

 

 

 

Some CMMI benefits  

 

¶ Process alignment with business goals 

¶ Better requirements management - help ensure product and service 

expectations 

¶ CMMI will help you improve your estimations accuracy  

¶ Less rework ς more time for innovation 

¶ Help reduce costs 

¶ CMMI can be used as a competitive advantage towards other less mature 

organizations  

The challenges 

 

¶ Change! 

¶ Keep the organization running and making money (business as usual) 

¶ aƻŘŜƭ ƪƴƻǿƭŜŘƎŜ ŀƴŘ ƛǘΩǎ ƛƴǘŜǊǇǊŜǘŀǘƛƻƴ ς practical experience  

¶ Motivate people! 



 

 

CMMI in  the World  

 

 

 
 

 

CMMI, 9001, IDI 

 

 

 

  



 

 

Scope 

 

 

 

 

 

 

  



 

 

Critical Success Factors 

 

 

  



 

 

ANNEX 2 - CMMI Services 

Service Economy 

 

Service portion of worldwide economy is 80%, also 80% in US 

{ŜǊǾƛŎŜ ǎŜŎǘƻǊ ƛǎ tƻǊǘǳƎŀƭΩǎ ƭŀǊƎŜǎǘ ŜƳǇƭƻȅŜǊΣ ǿƛǘƘ о ƻŦ р working in service, and 75% of 

total GDP. 

Service challenges and opportunities: 

Å mismatch of labor and education 

Å mobile broadband is huge, with little room left for growth; superior 

service may become the discriminator 

Å national reform plan calls for competition within service industry 

Success story: Portugal was one of least friendly countries to start a business, now one 

of the best; achieved by a focus on process improvement. 

 

  



 

 

How Do Services Differ from Other Products?  

 

¶ A service is an intangible, non-storable product (e.g., operations, 

maintenance, logistics, and IT). 

¶ Services imply on-going relationships governed by service (level) 

agreements. 

¶ Services are delivered through the operation of a service system. 

¶ Services are simultaneously produced and consumed. 

¶ Services have a different business rhythm. 

 

 

 

The CMMI Models 

 

¶ The CMMI Product Suite currently has three models relevant to improvement in 

a particular area of interest.  

¶ Development (CMMI-DEV) 

o build stuff 

o tangible, storable products made to specification in a lifecycle 

¶ Acquisition (CMMI-ACQ) 

o buy stuff 

o specify, solicit, select, contract, procure, accept, transition to consumer 

¶ Services (CMMI-SVC) 

o do stuff 

o intangible, non-storable products delivered via a service system based on 

explicit or implicit service requests 

  



 

 

What is the CMMI for Services? 

 

CMMI-SVC guides all types of service providers to establish, manage, and improve 

services to meet business goals. 

Like every CMMI model, CMMI-SVC  : 

 

¶ helps to set process improvement goals and priorities, provide guidance for 

quality processes, and provide a point of reference for appraising current 

processes 

¶ can be applied internally or externally 

¶ works well with other frameworks 

¶ represents the consensus of thousands of practitioners about the essential 

elements of service delivery 

¶ can be used in whole or in part 

 

 

What types of services does CMMI-SVC cover? 

Relationships Among CMMI Models 

 

 

 

 



 

 

Service Specific Process Areas 

 

 
 

Process Areas by Category and ML 

 

 

 

  



 

 

Service Delivery (SD)  

 

The purpose of Service Delivery (SD) is to deliver services in accordance with service 

agreements. 

 

 

Incident Resolution and Prevention (IRP)  

 

The purpose of Incident Resolution and Prevention (IRP) is to ensure timely and effective 

resolution of service incidents and prevention of service incidents as appropriate. 

 

 



 

 

Capacity and Availability Management (CAM)  

 

The purpose of Capacity and Availability Management (CAM) is to ensure effective 

service system performance and ensure that resources are provided and used 

effectively to support service requirements. 

 

 

Service System Development (SSD) 

 

The purpose of Service System Development (SSD) is to analyze, design, develop, 

integrate, verify, and validate service systems, including service system components, to 

satisfy existing or anticipated service agreements. 



 

 

 

 

Service System Transition (SST)  

 

The purpose of Service System Transition (SST) is to deploy new or significantly changed 

service system components while managing their effect on ongoing service delivery. 

 

 

 

Service Continuity (SCON) 

 

The purpose of Service Continuity (SCON) is to establish and maintain plans to ensure 

continuity of services during and following any significant disruption of normal 

operations. 



 

 

 

 

Strategic Service Management (STSM) 

 

The purpose of Strategic Service Management (STSM) is to establish and maintain 

standard services in concert with strategic needs and plans. 

 

 

Vocabulary  

 

Service: A product that is intangible and non-storable. 

Services are delivered through the use of service systems that have been designed to 

satisfy service requirements.  

Many service providers deliver combinations of services and goods. A single service 

system can deliver both types of products. For example, a training organization can 

deliver training materials along with its training services.  

Services may be delivered through combinations of manual and automated processes. 

 



 

 

Service agreement: A binding, written record of a promised exchange of value between 

a service provider and a customer.  

Service agreements can be fully negotiable, partially negotiable, or non-negotiable, and 

they can be drafted either by the service provider, the customer, or both, depending on 

the situation.  

! άǇǊƻƳƛǎŜŘ ŜȄŎƘŀƴƎŜ ƻŦ ǾŀƭǳŜέ ƳŜŀƴǎ ŀ Ƨƻƛƴǘ ǊŜŎƻƎƴƛǘƛƻƴ ŀƴŘ ŀŎŎŜǇǘŀƴŎŜ ƻŦ ǿƘŀǘ ŜŀŎƘ 

party will provide to the other to satisfy the agreement. Typically, the customer provides 

payment in return for delivered services, but other arrangements are possible.  

! άǿǊƛǘǘŜƴέ ǊŜŎƻǊŘ ƴŜŜŘ ƴƻǘ ōŜ ŎƻƴǘŀƛƴŜŘ ƛƴ ŀ ǎƛƴƎƭŜ ŘƻŎǳƳŜƴǘ ƻǊ ƻǘƘŜǊ ŀǊǘƛŦŀŎǘΦ 

Alternatively, it may be extremely brief for some types of services (e.g., a receipt that 

identifies a service, its price, its recipient).  

 

Service level agreement : A service agreement that specifies delivered services; service 

measures; levels of acceptable and unacceptable services; and expected responsibilities, 

liabilities, and actions of both the provider and customer in anticipated situations. 

A service level agreement is a kind of service agreement that documents the details 

indicated in the definition.  

¢ƘŜ ǳǎŜ ƻŦ ǘƘŜ ǘŜǊƳ άǎŜǊǾƛŎŜ ŀƎǊŜŜƳŜƴǘέ ŀƭǿŀȅǎ ƛƴŎƭǳŘŜǎ άǎŜǊǾƛŎŜ ƭŜǾŜƭ ŀƎǊŜŜƳŜƴǘέ ŀǎ ŀ 

subcategory and the former may be used in place of the latter for brevity. However, 

άǎŜǊǾƛŎŜ ƭŜǾŜƭ ŀƎǊŜŜƳŜƴǘέ ƛǎ ǘƘŜ ǇǊŜŦŜǊǊŜŘ ǘŜǊƳ ǿƘŜƴ ƛǘ ƛǎ ŘŜǎƛǊŜŘ ǘƻ ŜƳǇƘŀǎƛȊŜ 

situations in which distinct levels of acceptable services exist, or other details of a service 

level agreement are likely to be important to the discussion. 

 

Service System: An integrated and interdependent combination of component 

resources that satisfies service requirements.  

A service system encompasses everything required for service delivery, including work 

products, processes, facilities, tools, consumables, and human resources.  

Note that a service system includes the people necessary to perform the service 

ǎȅǎǘŜƳΩǎ ǇǊƻŎŜǎǎŜǎΦ Lƴ ŎƻƴǘŜȄǘǎ ǿƘŜǊŜ ŜƴŘ ǳǎŜǊǎ perform some processes for service 

delivery to be accomplished, those end users are also part of the service system (at least 

for the duration of those interactions).  



 

 

A complex service system may be divisible into multiple distinct delivery and support 

systems or subsystems. While these divisions and distinctions may be significant to the 

service provider organization, they may not be as meaningful to other stakeholders. 

  



 

 

ANNEX 3 ɀ ISO27001 

Iso 27001: Overview and Requirements for Information Security 

Management Systems 

 

Motivation  

 

Organizations of all types and sizes collect, process, store and transmit information in 

many forms. This information is valuable ǘƻ ŀƴ ƻǊƎŀƴƛȊŀǘƛƻƴΩǎ ōǳǎƛƴŜǎǎ ŀƴŘ ƻǇŜǊŀǘƛƻƴǎΦ 

Lƴ ǘƻŘŀȅΩǎ ƛƴǘŜǊŎƻƴƴŜŎǘŜŘ ŀƴŘ ƳƻōƛƭŜ ǿƻǊƭŘΣ ƛƴŦƻǊƳŀǘƛƻƴ ƛǎ ǇǊƻŎŜǎǎŜŘ ǳǎƛƴƎ ǎȅǎǘŜƳǎ ŀƴŘ 

networks that employ state-of-the-art technology. It is vital to protect this information 

against both deliberate and accidental threats and vulnerabilities. 

ISO/IEC 27001 helps organizations to keep secure both their information assets and 

those of their customers. 

 

What is ISO/IEC 27001? 

 

The ISO/IEC 27001:2013 standard provides requirements for establishing, 

implementing, maintaining and continually improving an information security 

management system (ISMS). 

Lǘ Ŏŀƴ ōŜ ǳǎŜŘ ōȅ ƛƴǘŜǊƴŀƭ ŀƴŘ ŜȄǘŜǊƴŀƭ ǇŀǊǘƛŜǎ ǘƻ ŀǎǎŜǎǎ ǘƘŜ ƻǊƎŀƴƛȊŀǘƛƻƴΩǎ ŀōƛƭƛǘȅ ǘƻ ƳŜŜǘ 

ǘƘŜ ƻǊƎŀƴƛȊŀǘƛƻƴΩǎ ƻǿƴ ƛƴŦƻǊƳŀǘƛƻƴ ǎŜŎǳǊƛǘȅ ǊŜǉǳƛǊŜƳŜƴǘǎΦ 

 


